Beginning August 7, 2013 Rockhurst Computer Services will be transitioning from Cisco Clean Access to SafeConnect. This will affect all personally owned network devices (desktops, laptops, tablets...etc.). University owned devices are exempt from these requirements.

To gain access to the Network follow these steps:

1. Connect your device to the wireless network called “rockhurst”.
2. Open a web browser and attempt to connect to a non-Rockhurst website (ex. Google, Yahoo, etc.).
3. You will be presented with a log-on page. Enter your network credentials. Review the Rockhurst Computer Use Policy, and check “I accept” if you agree to the policy.
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4. The following instructions only apply to Windows and Mac computers. Smartphones and Tablets do not require the installation of the policy Key. You will be asked again to review the Computer Usage Policy. After review, click on the link that says, Yes, I will install the policy key and accept the terms and conditions for Internet use. If you choose not to accept the
policy, you will not be granted Internet access.

5. The policy key will begin downloading. If you are presented with another Security Warning box that asks if you want to run the application titled ServiceInstaller.exe, click Run to continue.
6. Select Install to complete the policy key installation.
7. When the installation is complete, you will receive a prompt indicating a successful installation. You are now connected to the Rockhurst network!

8. The SafeConnect client will automatically start a compliance check. If anti-virus software is not installed, a warning message will appear notifying you that an anti-virus application was not found and provides links where you can obtain proper software.